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Abstract. In this paper, an adaptive digital image watermarking technique using fuzzy
logic and tabu search is presented. In our approach, the image is divided into separate
blocks and the parametric slant-Hadamard transform is applied on each block individu-
ally. Then, the watermark is inserted in the transform domain and the inverse transform
is carried out. The selected transform includes some parameters that can be handled to
control the requirements of watermarking such as robustness and imperceptibility. The
robustness and imperceptibility are in conflict with each other; however, we apply the
transform parameters to enhance the robustness by tabu search and after embedding,
the watermark is adapted to the image by exploiting the masking characteristics of the
human visual system using fuzzy gradient to ensure the imperceptibility. Experimental
results show that the proposed technique has high imperceptibility as well as high robust-
ness against variety of attacks.
Watermarking; Fuzzy Inference System; Fuzzy Gradient; Robustness; Im-
perceptibility.

1. Introduction. The increasingly easy accesses to digital images through the Internet
and the increasingly powerful tools available for editing digital images make the authenti-
cation of digital images to be a very important issue. One way to resolve it, is to use digital
image watermarking. Digital image watermarking is defined as a technique of embedding
additional information called watermark into host image by preserving perceptual quality
of the host image. The watermark can be detected or extracted for purpose of owner or
author identification and integrity verification of watermarked images[1].
A digital watermark can be visible or invisible. A visible watermark typically consists

of a visible message or a company logo indicating the ownership of the image. On the
other hand, an invisibly watermarked image appears very similar to the host image. The
existence of an invisible watermark can be determined using an appropriate watermark
extraction or detection algorithm[2].
In most digital image watermarking applications, the watermarked image is likely to

be processed in some way before it reaches the receiver. The processing could be lossy
compression, additive noise, enhancement and image filtering. An embedded watermark
may intentionally or unintentionally be damaged by such a processing. The processed
watermarked image is then called attacked watermarked image. The earliest method of
attacks uses a trial and error procedure to estimate a combination of pixel values that
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has the largest influence on the detector for the least disturbance of the image, and then
uses this estimate in order to eliminate the watermark[3].

Digital image watermarking algorithms have some requirements such as imperceptibility
and robustness. The imperceptibility presents that the distortion between the host and
watermarked image should remain imperceptible. The robustness means the ability of
the detector to extract properly the watermark from attacked watermarked image[4].

Depending on the domain in which the watermark is embedded, digital watermarking
techniques can be classified as spatial and spectral domain techniques. In the spatial
domain methods, a watermark is inserted into an image by modifying pixel values directly.
One of the earliest spatial methods divides an image into two groups and adds a constant
value to one group of the image[5]. Another method modifies the pixel information located
in the specific position within an image[6]. Spatial based methods have a disadvantage
which are fragile to the attacks such as JPEG compression, additive noise and image
transforms.

Spectral domain approaches transform the host image into the frequency domain and
modulates frequency coefficients to embed the watermark. In general, spectral domain
methods are more robust than spatial domain against many common attacks. A funda-
mental advantage of transform-based techniques is that the image transforms have good
energy compactness properties and the most energy of an image can be captured within
a relatively small region in the transform domain. The transform basic functions corre-
sponding to these coefficients carry the most perceptually important information of the
image. Also, frequency domain watermarking techniques facilitate the process of selecting
the most suitable portions of the host image to insert a robust and invisible watermark[7].

Researchers have used some transforms for watermarking applications. Some important
transforms are mentioned in the following. Discrete Fourier Transform (DFT) followed by
the so-called Fourier-Mellin Transform (FMT), which are the earliest transform that were
used in watermarking, can be proven to be rotation, scale and translation invariant[8].
In Premaratne’s scheme the watermark is a spread spectrum signal that is embedded in
the DFT domain. For watermark detection, the original image is subtracted from the
watermarked image and the residual is transformed to the DFT domain where it is highly
correlated with the watermark signal[9].

Discrete Cosine Transform (DCT) domain has been used extensively for embedding a
watermark. In Suhail’s scheme using the DCT, an image is divided into frequency bands,
and the watermark can be embedded in low to middle frequency bands. Sensitivities of
the Human Visual System (HVS) to changes in those bands have been extensively studied
in the context of JPEG compression, and the results of studies can be used to minimize
the visual impact of the watermark embedding distortions[10].

Multi-resolution watermarking technique was proposed using Discrete Wavelet Trans-
form (DWT)[11]. Wang et al. decomposed the host image and watermark into sub-bands
and then the watermark sequence was embedded into the corresponding level of the trans-
formed image. The proposed sub-band decomposition technique can facilitate placement
of the signal in a way that exploits HVS characteristics to obtain imperceptibility[12].

Discrete Hadamard transform (DHT) and its variants were used extensively to de-
velop watermarking algorithms for multimedia signals. Li et al. proposed block-based
DHT method where watermark information was inserted into Hadamard coefficients using
quantization. The sub-blocks for watermark embedding were selected pseudo randomly
to increase security[13]. The DHT domain watermarking methods utilize the benefits
such as low computation cost, robust watermark due to the sequencing effect which packs
energy of the cover in the low and middle frequency coefficients, and wide length of useful
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middle frequency bands with low processing noise which provides compression resilient
watermarking at low quality[14].
Slant Transform (ST) was presented for a semi-fragile digital watermarking method

for image authentication and self-restoration. Zhao et al. embedded the watermark
bits into the middle frequency region of each block after applying slant transform of the
original image. The original image is further compressed and then embedded into the
least significant bits of the watermarked image for sub-sequent self-restoration. They
showed that the slant transform is more robust, accurate and faster than other transform
methods based on the DCT and pinned sine transform[15].
The slant transform has the best compaction performance among the non-sinusoidal

transforms but it is not optimum in its performance measure among the sinusoidal trans-
forms. In general, there is a trade off between the performance and computational com-
plexity. The need arises for slant transform improvement schemes without incurring their
computational complexity. Therefore, Parametric Slant-Hadamard Transform (PSHT)
was proposed by Agaian et al. to improve the performance of the slant transform[16].
The our motivation for using the PSHT in watermarking scheme is transform param-

eters. The transform parameters not only could be applied to change the robustness
and imperceptibility but also may be used as private keys to enhance the security of the
scheme. Changes on the transform parameters affect both the embedding and xtracting
procedures. In the former, changes on the transform parameters make some alterations on
the robustness and imperceptibility of the scheme. In the latter, changes on the transform
parameters causes the untruthful watermark extraction. Authors investigated the need
of the proper parameters in extracting procedure by the receiver operating characteris-
tic curve[18]. Also, the simplicity of the PSHT offers a significant advantage in shorter
processing time and ease of hardware implementation than most orthogonal transform
techniques such as DCT and DWT.
The energy of an image in the spatial domain is uniformly distributed among samples;

however, the energy in the transform domain is concentrated in a few samples. We apply
Energy Concentration (EC) for comparison of transforms[19]. The energy concentration,
which is the ratio of energy of an image in transform domain to special domain, is defined
as below:

EC(p) =

∑ p
k=1F

2
k∑

M×N
k=1 f 2

k

(1)

where fk and Fk are the values of the pixels in the spatial and transform domain of the
image with the size of M ×N , and p is the number of important coefficients. Fig. 1 and
2 illustrate the energy concentration of some transforms on Baboon and Lena (see Fig.
9). The vertical axis is EC and the horizontal axis is the number of important coefficients
that used to compute the energy of transformed image. The more coefficients is used,
the more energy concentration is obtained. We utilize one to 150 important efficients of
transform such as slant, Hadamard, haar and Walsh transform in these figures to compare
some transforms to DCT. In PSHT domain (Fig. 1.c and 2.c), some different parameters
are used for multiple-betas. It can be seen that the best transform is DCT and the energy
concentration of the PSHT is also acceptable.
Xie et al. used the PSHT in digital image watermarking. They partitioned the host

image to non-overlap blocks and used a class of adaptive parametric slant bases for each
block. They applied spectral spectrum technique in embedding procedure and utilized
the average correlation between the extracted watermark and original watermark based
on blind extraction algorithm in detection procedure[20].
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Figure 1. Energy conservation on Baboon image

Selection of transform parameters is an important task and Xie applied a sub-optimal
solution by working on approximated polynomial of squared error curve against JPEG
compression and showed that its robustness performance is comparable with watermark-
ing approaches in other orthogonal domains in the presence of lossy compression. Their
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reported results show that the PSHT watermarking scheme has better performance con-
sistently across all compression levels, for both signals that are rich in low frequency
components and high frequency components.

Figure 2. Energy conservation on Lena image
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The non-linearity of transform parameters and large complexity due to built-in recur-
sion make the solving optimization problem with closed form solution be a difficult task.
Authors resolved the problem via the genetic algorithm by definition of a proper fitness
function[18]. The genetic algorithm searches for the optimal transform parameters to
improve the performance of watermarking algorithm[21]. One of the main advantages of
using the genetic algorithm is its high imperceptibility and good robustness simultane-
ously; however, the genetic algorithm spends a lot of time to find the optimum solution.

In this study, in order to enhance the robustness against some attacks as well as im-
perceptibility, selection of the parameters is performed by Tabu Search (TS), to improve
the robustness against malicious attacks[22]. Finally, the imperceptibility is enhanced by
applying the masking characteristics of the HVS using fuzzy gradient. After implement-
ing the proposed method, we evaluate and compare the performance of our scheme with
discrete cosine transform domain.

The rest of this article is organized as follows. A brief overview of the PSHT and
TS is described in section 2 and 3 respectively. In the next section, we discuss the
procedures of proposed watermarking scheme. Section 5 is dedicated to the presenting
of the experimental results. Moreover, the performance of our algorithm against some
common attacks is evaluated. Finally, the conclusion remarks are given in the last section.

2. Parametric Slant Hadamard Transform. Let f represents the original image and
F the transformed image, the 2D PSHT is given by:

F = S2nfS
T
2n (2)

where S2n represents a 2n× 2n parametric slant-Hadamard matrix with real numbers and
T denotes the transpose. The inverse transformation to recover f from the transform
components matrix, F , is given by:

f = ST
2nFS2n (3)

The parametric slant-Hadamard matrix of order 2n is generated in terms of matrix of
order 2n−1 using Kronecker product operator ⊗[23], as:

S2 =
1√
2

(
1 1
1 −1

)
(4)

S2n =
1√
2
Q2n(I2 ⊗ S2n−1), n > 1 (5)

where I2 denotes the identity matrix of order 2 and Q2n is the recursion kernel matrix
defined as:

Q2n =



1 0
a2n b2n

... 02n−1−2

...
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· · · · · · · · · · · · · · · · · · · · ·
02n−1−2

... I2n−1−2

... 02n−1−2

... I2n−1−2

· · · · · · · · · · · · · · · · · · · · ·
0 1

−b2n a2n
... 02n−1−2

...
0 −1
b2n a2n

... 02n−1−2

· · · · · · · · · · · · · · · · · · · · ·
02n−1−2

... I2n−1−2

... 02n−1−2

... I2n−1−2


(6)
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and the parameters a2n and b2n are obtained recursively by:

a2n =

√
3(22n−2)

4(22n−2)− β2n
b2n =

√
22n−2 − β2n

4(22n−2)− β2n
(7)

Depending on the
β2n values, the PSHT falls into one of the four categories below:

1. β4 = β8 = . . . = β2n = β = 1 results the classical slant transform.
2. β2n = 22n−2 for all β2n , n ≥ 2 results the Walsh-Hadamard transform.
3. β4 = β8 = . . . = β2n = β, |β| ≤ 4 results the constant-betas slant transform.
4. β4 ̸= β8 . . . ̸= β2n ,−22n−2 ≤ β2n ≤ 22n−2, n = 2, 3, 4 . . . results the multiple-betas slant

transform.[24, 25]

Figure 3. Basic patterns (a) Classical slant (b) Walsh-Hadamard (c)
Constant-betas slant (d) Multiple-betas slant.

In the multiple-betas slant transform, some values of β2n can be equal but not all
of them. Fig. 3 shows the parametric slant-Hadamard basic patterns for the classical
(β4 = 1, β8 = 1), Walsh-Hadamard (β4 = 4, β8 = 16), constant-betas (β4 = 2.2, β8 = 2.2),
and cultiple-betas (β4 = −4.1, β8 = 10.2) slant transform of size 8. The parameters in
constant-betas and multiple-betas slant transform are chosen by TS so that the proposed
watermarking scheme obtains high robustness.
Selection of transform parameters, which is β2n ; n ≥ 2, plays an important role in

satisfying the requirements of watermarking[17]. Each parameter varies in predefined
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interval for necessary condition of orthogonality. By defining an appropriate fitness func-
tion, authors investigated the impact of parameters on imperceptibility and robustness of
watermarking algorithm[18].

3. Tabu search. Tabu search is the meta-heuristic approach, which has important links
to evolutionary methods. The adaptive memory feature of TS allows to implement the
procedures that are capable of searching the solution space economically and effectively.
TS uses attributive memory for guiding purposes. This type of memory records informa-
tion about solution attributes which causes moving from one solution to another. The
emphasis on responsive exploration in TS, whether in a deterministic or probabilistic im-
plementation, derives that a bad strategy choice can yield more information than a good
random choice[26].

TS can be applied directly to verbal or symbolic statements of many kinds of decision
problems, without the need to transform them into mathematical formulation. TS begins
in the same way as ordinary local or neighborhood search, proceeding iteratively from one
point (solution) to another until a chosen termination criterion is satisfied. Each x ∈ X
has an associated neighborhood N(x) ⊂ X, and each solution x′ ∈ N(x) is reached from
x by a move operation.

This class of problem is characterized as optimizing (minimizing or maximizing) a
function h(x) subject to x ∈ X, where h(x) may be linear or non-linear. Such a method
only permits moves to neighbor solutions that improve the current objective function
value and ends when no improving solutions can be found. A pseudo-code of a generic
ascent is presented in the following:

1. Choose x ∈ X to start the process.
2. Find x′ ∈ N(x) such that h(x′) > h(x).
3. If no such x′ can be found, x is the local optimum and the method stops.
4. Otherwise, designate x′ to be the new x and go to 2[27].

4. Method. According to the embedding rule which is used in watermarking procedure,
the watermark is often additive or multiplicative. To get better performance in terms
of robustness and imperceptibility, both mentioned methods are used in the transform
domain. In the present work, we adopt additive approach in the PSHT domain by fuzzy
gradient.

Fig. 4 shows the general structure of the proposed embedding algorithm. Our embed-
ding technique includes three main steps: image transformation, watermark embedding
and adaptive enhancement of imperceptibility. In the image transformation stage, the
host image is divided into 8 × 8 non-overlapped blocks and the PSHT of each block is
computed. Afterwards, in the watermark embedding stage, the middle frequency band of
each block is modulated using the following equation[28]:

FW = F + λ ∗W (8)

where F and FW are the transforms of the host and watermarked image respectively, λ
is the embedding strength and W is the watermark. Then, the inverse PSHT is carried
out and the watermarked image, FW , is returned to fw, which is the watermarked image
in the spatial domain.

Watermark embedding on the coefficients of the PSHT makes some alterations on the
whole image, even in regions where a signal of that particular frequency is not actually
present. Thus, in such regions the watermark fails to be masked. Therefore, in the third
stage of our procedure, which is adaptive enhancement of imperceptibility, the special
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mask is exploited to adapt the watermark to the watermarked image[29]. The host image,
f , and the watermarked image, fW , are added pixel by pixel according to a local weighting
factor, α(i,j) , resulted a new watermarked image, f ′

W as:

f ′
W (i, j) = f(i, j)(1− α(i,j)) + α(i,j)fw(i, j) (9)

or

f ′
W (i, j) = f(i, j) + α(i,j)(fw(i, j)− f(i, j)) (10)

Figure 4. Flowchart of the embedding procedure.

The local weighting factor, α(i,j), considers the characteristics of human eyes to enhance
the imperceptibility. This is helpful in edges, where the embedding of watermarking data
is easier. Here, α(i,j) is considered about one which results f ′

W (i, j) ≈ fW (i, j). In regions
that are more sensitive to changes, the insertion of the watermark is more disturbing.
Thus, α(i,j) is considered about zero which results f ′

W (i, j) ≈ f(i, j).
It is an important task to choose an appropriate visual characteristic of the image on

the basis of which the local weighting factor α(i,j) changes. According to the capability of
fuzzy set theory of performing complex non-linear mappings between input and output
spaces, we use fuzzy inference system to estimate the local weighting factor for each
pixel. In the next section, we apply gradient and fuzzy inference system to compute fuzzy
gradient as the local weighting factor.
The watermark extraction process needs the transform coefficients of the host and

watermarked images. Thus, one needs proper parameters of transform that computes
the transform coefficients. If these parameters are not the same which have been used in
the embedding process, the watermark will not be extracted successfully. The watermark
extraction procedure is based on the reverse computation of Eq. 8, which is shown below:



An Adaptive Digital Image Watermarking Scheme using Fuzzy Logic and Tabu Search 259

W =
1

k
(FW − F ) (11)

After the extraction of the pieces of watermark from each block, these pieces are concate-
nated and the meaningful watermark is obtained.

4.1. Gradients. For each pixel f(i, j) of the image (apart from the border pixels), we
use a 3× 3 neighborhood window as illustrated in Fig. 5. Each element in 3× 3 window
corresponds to a particular direction such as North West (NW), North (N), North East
(NE), West (W), East (E), South West (SW), South (S) and South East (SE). If f is
denoted as the input image, the gradient ∇(k,l)f(i, j) is defined as:

∇(k,l)f(i, j) = f(i+ k, j + l)− f(i, j) k, l ∈ {−1, 0, 1} (12)

where the pair (k, l) corresponds to one of the eight directions and (i, j) is called the
center of the gradient, and the eight gradients are called the basic gradients[30, 31].

The gradient which is computed diagonally is relative gradient. The basic gradient,
∇(−1,−1)f(i, j), plus the two relative gradients, ∇(−1,−1)f(i − 1, j + 1) and ∇(−1,−1)f(i +
1, j − 1), in NW direction are shown in Fig. 6.

Figure 5. The neighborhood of central pixel.

Figure 6. The basic gradient and two relative gradients in NW direction.

An overview of the involved gradients are given in Tab.1. Each direction in column 1
corresponds to a position with respect to a given central position. Column 2 gives the
basic gradient for each direction, while column 3 and 4 show the two relative gradients.
We denote the basic gradient as ∇Rf(i, j), while the two related gradient values were
entitled as ∇′

Rf(i, j) and ∇′′
Rf(i, j), respectively.
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Table 1. The basic gradient and the first and second relative gradients.

4.2. Fuzzy Gradient. In this section, a fuzzy inference system is designed to estimate
fuzzy gradient adaptively as the local weighting factor, α(i,j), for watermark embedding
procedure. Fuzzy inference system is a mechanism for formulating and transferring hu-
man expert knowledge into real word applications[32]. Recently fuzzy inference engine has
been widely used in several intelligent multimedia applications. Fuzzy inference system
provides a flexible tool for modeling the relationship between input and output informa-
tion. Linguistic fuzzy sets and conditional statements allow systems to make decisions
based on imprecise or incomplete information.

Figure 7. The input membership function.

In each fuzzy inference system four main component should be considered: a fuzzifier,
a fuzzy inference engine, a fuzzy rule base and a defuzzifier[33]. The fuzzifier maps crisp
inputs to fuzzy sets defined on the input space. Fuzzy sets can be represented by a
membership functions. A membership function is a curve that defines how each point
in the input space is mapped to a membership value between zero and one. There is a
wide selection of membership function to choose from. The only condition a membership
function must be really satisfied is that it must vary between zero and one. The fuzzy
inference engine combines the statements in the rule base to produce a mapping from
fuzzy sets in the input space to fuzzy sets in the output space. The core of fuzzy inference
system is its knowledge base, which is expressed in the fuzzy rules. Each rule can be
described as If - Then rules such as fuzzy Mamdani type:

If x is A THEN y is B

where A and B are linguistic values defined by fuzzy sets on the ranges X and Y ,
respectively. The If-part of the rule is called the antecedent, while the Then-part is called
the consequent.
After the fuzzy rules are applied, the output should be defuzzified. In other words, the

defuzzifier stage maps fuzzy consequent into crisp output values. One of the commonly
used defuzzification method is the centroid defuzzification method which is computed as:
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α =

∑
s
i=1µ(zi).zi∑
s
i=1µ(zi)

(13)

where s is the number of rules, zi is the output at rule i, and µ(zi) is the membership
value in the fuzzy set[34].

The simplest membership functions are formed using straight lines. In this study, we
use a membership function for absolute value of the basic and two relative gradients
of a pixel with linguistic variables: Small, Medium and Large. This input membership
function is shown in Fig. 7.

The horizontal axis of this function represent all the possible absolute gradient values
which is in the range of [0 - 255]. A membership degree indicates the degree in which
a certain gradient value matches the predicate. For example, if a gradient value has
membership degree one in the fuzzy set Large, it means that it is Large for sure. The
gradient value which is labeled Large, means the grey level of the central pixel of a
neighborhood differs from its neighbors.

According to the membership function, (see Fig. 7) we may conclude that the gradient
values for a given direction R, which are situated in the interval [0 - 96] and belong to
the homogeneous regions are labeled as Small. The gradient values for a given direction
R, which are situated in the interval [96 - 192] and are not exactly belong to the nonho-
mogeneous or homogeneous regions are labeled as Medium. Finally the gradient values
for a given direction R, which are situated in the interval [192 - 255] and belong to the
non-homogeneous regions are labeled as Large.

Table 2. The important proposed fuzzy rules.

Watermarking schemes which are based on HVS are content-depended and consequently
are inherently more robust to attacks. Therefore, we state the rules based on HVS. The
basic HVS knowledge can be described as Mamdani IF - THEN rules in fuzzy inference
system[35]. In HVS, there are several characteristics of image that affect human visual
observation. The observations and experiments indicate that disturbances are much less
visible in highly textured regions than in the uniform areas. Also, contours are more
sensitive to additive noise than highly textured regions, but less than flat areas; and dis-
turbances are less visible over dark and bright regions. Based on the above considerations,
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the larger the gradient, the less sensitive HVS to the changed degree of the elements of
the host image. Therefore, the local weighting factor would be higher and vice versa.
The important proposed rules based on HVS are summarized in Tab.2. Each rule has

three antecedent and one consequent. The multiple parts of antecedent use AND operator.
We use the classical operator for AND which is minimum function. In this table, column
1 is the basic gradient value, column 2 and 3 are the two relative gradients value and
column 4 is fuzzy gradient for direction R. For example, the first rule indicates that:

IF absolute value of the basic gradient is Large AND

absolute value of the first relative gradient is Large AND

absolute value of the second gradient is Large

THEN the fuzzy gradient is Large.

The first three rules are dealing with Large value for the first gradient and one of
the relative gradients. The pixels with these characteristics are considered as an edge in
the image and the local weighting factor for these pixels would be Large.The next seven
rules relate to the pixels that the value of gradients demonstrate that these pixels do
not exactly belong to the non-homogeneous or homogeneous region, therefore the local
weighting factor for these pixels are set Medium. In homogeneous regions, we will obtain
smaller value of gradients, which will cause much sensitive to HVS. The last group of the
rules is related to the pixels that belongs to the homogeneous region that means these
pixels seem to be similar to their neighborhood and the local weighting factor would be
low.
The fuzzy inference engine is an important part of the system. There are a number

of different ways to implement the fuzzy inference engine. Max-Min inference method
is used in this paper. The fuzzy rules and membership functions were developed using
intuitive logic to make the output of fuzzy system. The membership function of Small,
Medium and Large for fuzzy gradient (output space) is indicated in Fig. 8. The output
of the fuzzy inference system is a single value which corresponds to the fuzzy gradient for
each pixel in each direction.

Figure 8. The output membership function.

The fuzzy gradients∇F
Rf(i, j) for each pixel in eight directions R (R ∈ {NW,N,NE,E,

SE, S, SW,W}) are calculated and then, the maximum value of eight fuzzy gradients in
eight directions is considered as fuzzy gradient for each pixel.

∇FGf(i, j) = max
R

∇FG
R f(i, j) (14)

In this equation ∇FGf(i, j) corresponds to the fuzzy gradient for pixel at the position of
(i, j) and ∇FG

R f(i, j) indicates the fuzzy gradient in direction R for pixel at the position
of (i, j). The final fuzzy gradient that is computed in the above equation is used as local
weighting factor, α(i,j), for each pixel individually. The algorithm for computing the local
weighting factor for each pixel can be summarized in Tab.3.
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Table 3. Summarized the algorithm for computing the local weighting
factor for each pixel.

5. Numerical Example. In order to evaluate our proposed watermarking scheme, we
use 512×512 host grey scale images of Fig. 9. The images are identified by name: Baboon,
Lena. Baboon represents images with large areas of complex texture and homogeneous
areas; Lena has a mixture of characteristics such as smooth background, complex textures
and big curves. The University of Isfahan logo which is 64 × 64 binary image is used as
the watermark (see Fig. 10). The numerical simulations are implemented using an Intel
Core Duo CPU T2450 of 2.00 GHz and 2 GB RAM and MATLAB 2011.

Figure 9. Host images (a) Baboon (b) Lena.

Figure 10. The watermark image.

we apply tabu search to select the transform parameters that maximize the robustness
of approach against JPEG compression (quality factor = 80), additive noise (gaussian
noise with zero mean and variance of 100), histogram equalization, high pass filtering
(second-order Butterworth filter) and scaling (scale = 2) attacks[36]. In TS the function,
which must be maximized, is the summation of Bit Correct Ration (BCR) against the
mentioned attacks. The BCR is a numeric criteria that measure the correction rate of
the extracted watermark. The BCR is accuracy indicator for retrieved watermark as well
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as for robustness evaluation more precisely. The formula of the BCR is demonstrated as
follows:

BCR =

∑
L
i=1Wi ⊕W ′

i

L
× 100 (15)

where Wi is the ith binary value in the bit stream of the original watermark, W ′
i is the

ith binary value in the bit stream of the extracted watermark, ⊕ represents exclusive-OR
operation, and L is the length of the watermark. Obviously, when the BCR is higher, the
similarity between original and extracted watermark is higher[37].
We use the transform parameters, which are evolved by TS, in the embedding proce-

dure. The simulation of fuzzy inference system for Lena, which is used in the embedding
procedure, is shown in Fig. 11. To show the results preciously, we present the values in [0,
255]. This figure implies that the edge areas have more fuzzy gradient and the homoge-
nous areas have less fuzzy gradient. In the next sub-sections, we will first demonstrate
the imperceptibility and then the robustness of the proposed method against mentioned
attacks.

Figure 11. (a) The original image (b) The fuzzy gradient value.

6. Discussion.

6.1. Imperceptibility. The embedding algorithm is repeated four times by the param-
eters in classical, Walsh-Hadamard, constant-betas, and multiple-betas slant transform
categories. The transform parameters in constant-betas and multiple-betas are obtained
by tabu search. The watermarked images are demonstrated in Fig. 12-15. These results
implicate that the watermark has not imposed any obvious degradation to the host im-
age. In comparison, the embedding algorithm is also implemented in DCT domain. The
outcome in DCT domain is also demonstrated in Fig. 16.
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Figure 12. Watermarked image in classical slant.

Figure 13. Watermarked image in Walsh-Hadamard.

Figure 14. Watermarked image in constant-betas slant.
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Figure 15. Watermarked image in multiple-betas slant.

Figure 16. Watermarked image in DCT domain.

Table 4. The PSNR and BCR for watermarked images.

We calculate Peak Signal to Noise Ratio (PSNR) as a quality indicator for watermarked
images. The PSNR criteria is defined as:

PSNR = 10log10(
2552

E
)db (16)

where E is the mean square error between the original and watermarked image as defined
in the following:

E = MSE(f ′, f ′
W ) =

1

MN

M−1∑
i=0

N−1∑
j=0

(f(i, j)− f ′
W (i, j))

2
(17)
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where f(i, j) and f ′
W (i, j) denote the (i, j)th pixel values in the original image and water-

marked image respectively. It is clear that if the PSNR is higher, the similarity between
the host and watermarked image is higher[38]. Tab.4 compares the performance of the
classical slant, Walsh-Hadamard, constant-betas, multiple-betas slant transform and DCT
on the mentioned images. It can be observed that the proposed algorithm possesses high
perceptual quality in addition with excellent watermark extraction. The values of BCR
indicate that the extracted watermarks are like to the original one. Also, compared with
the DCT domain, the proposed scheme achieves extremely much higher PSNR.

6.2. Robustness. In a robust watermarking scheme, attacks cannot affect the embedded
watermark, and the BCR between original watermark and attacked extracted watermark
would be high. We use stirmark to estimate the robustness of our scheme. We performed
different attacks by applying some typical image processing techniques such as JPEG
compression, additive noise, histogram equalization, high pass filtering and scaling attacks
on watermarked images.

6.2.1. JPEG Compression. The watermarked image is compressed using JPEG algo-
rithm[39]. The reason for applying the JPEG compression as the attacking function
is due to the popularity of transmitting JPEG images under the Internet. Fig. 17 shows
the extracted watermark of proposed scheme on Lena and Baboon images after JPEG
compression. It indicates that the robustness of our scheme against JPEG compression
does not decrease the quality of extracted watermark very much.

Figure 17. Extracted watermarks from Baboon and Lena after JPEG
compression attack respectively.

6.2.2. Noise Addition. We evaluate the robustness of our algorithm by additive Gaussian
noise on the watermarked images. Fig. 18 shows the extracted watermark from Lena
and Baboon watermarked images which were corrupted by the Gaussian noise with zero
mean and variance of 100. The extracted watermarks have been shown that the adaptive
proposed method has high robustness against additive noise attack.

Figure 18. Extracted watermarks from Baboon and Lena after additive
noise attack respectively.

6.2.3. Histogram Equalization. Histogram of watermarked images are equalized and then,
the watermarks are extracted. Fig. 19 shows the extracted watermarks from Lena and
Baboon watermarked images after histogram equalization attacks. It suggests that the
adaptive proposed scheme is also robust to histogram equalization attack since the simi-
larity between the original watermark and extracted watermarks are acceptable.
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Figure 19. Extracted watermarks from Baboon and Lena after histogram
equalization attack respectively.

6.2.4. High Pass Filtering. We are also going to test the robustness by sharpening the
watermarked images. Fig. 20 shows the extracted watermarks from Lena and Baboon
watermarked images after a second-order Butterworth high pass filter. The test result
indicates that our proposed method can also survive the high pass filtering attack.

Figure 20. Extracted watermarks from Baboon and Lena after high pass
filtering attack respectively.

6.2.5. Scaling. The watermarked images are reduced to half of their original size. In order
to detect the watermark, the reduced images are recovered back to their original dimen-
sion. The extracted watermarks from Lena and Baboon watermarked images are shown
in Fig. 21. The results again suggest the high performance of our adaptive watermarking
scheme.

Figure 21. Extracted watermarks from Baboon and Lena after scaling
attack respectively.

Table 5. The BCR between the original watermark and extracted water-
mark against some attacks.

To demonstrate and compare the robustness of our algorithm, the experiments are
performed on Baboon and Lena images on DCT domain. Tab.5 gives numerical results



An Adaptive Digital Image Watermarking Scheme using Fuzzy Logic and Tabu Search 269

of these experiments. We could conclude that the proposed scheme preserves a good
robustness against mentioned attacks.

Although only the Baboon and Lena images have been used as the host images in the
tests performed here, the newly presented watermarking scheme has been implemented
robustly in a wide range of host images. All aforementioned results suggest that the
adaptive proposed method would be potentially high performance for watermarking.

We can also expand the PSHT domain to color images. First, the RGB model of original
color image is converted into HIS model. Then the watermark can only be embedded into I
component. Finally, the embedded image can be obtained by converting the watermarked
HIS model into RGB model. Another important issue that was not addressed in this paper
is the security of our technique. If the security of watermarking scheme is important, the
user can apply the transform parameters as private keys of the algorithm. If the attackers
use the parameters that are not the same as the embedding process, the watermark is not
extracted properly[40].

7. Conclusion. In this paper, an adaptive scheme for digital image watermarking us-
ing parametric slant-Hadamard transform is presented. Traditional transforms such as
DCT have the fixed transform matrix, which causes fixed imperceptibility and robust-
ness. However, the parametric slant-Hadamard transform includes some parameters that
are suitable for changing the imperceptibility and robustness of watermarking algorithm.
This capability motivates us to use this transform to digital image watermarking. The
robustness and imperceptibility as the basic requirements of digital watermarking are
contradictory to each other. As the results indicated, the variation of transform param-
eters causes changes on the robustness and imperceptibility simultaneously. Therefore,
selection of transform parameters is an important and difficult task. Because of the
non-linearity and complexity of parameters, analytical solution to find the parameters to
make a trade off between the imperceptibility and robustness is difficult. We select the
transform parameters to increase the robustness against some attacks by tabu search and
finally, the imperceptibility is enhanced by fuzzy gradient. Fuzzy gradient is calculated
using the basic and two relative gradients of each pixel individually. The fuzzy inference
system based on the rules produces a single value as a fuzzy gradient. After embedding,
the watermarked image is adapted using the fuzzy gradient to enhance the impercepti-
bility. Moreover, since the watermark embedding is solely determined by the transform
parameters, the malicious extraction of the watermark would not be possible without
knowing the proper transform parameters. Thus, this scheme is a key dependent method
and makes it more stable, compare with other existing algorithms such as DCT.
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