SPECIAL SESSION: Digital Crime and Forensics

This special session invites worldwide colleagues to share their researches of the Topics of interest include, but are not limited to: Digital signal processing techniques for crime investigations, Watermarking for digital forensics, Steganography and steganalysis, Computational approaches to digital crime preventions, Digital evidence, Crime scene imaging, Digital document examination, Malicious codes, Criminal investigative criteria and standard of procedure on computer crime, Practical case studies and reports, legislative developments and limitations, law enforcement, Terrorism related analytical methodologies and software tools.

Full Paper Due Date: May 1, 2008
Notification: June 1, 2008
Camera-ready Paper Deadline: July 1, 2008

SUBMISSION OF PAPERS

Papers are invited from prospective authors with interests in this particular special session and related areas of application. All contributions should be original and not published elsewhere or intended to be published during the review period. Contributions from more applied related fields in industry and commerce are very welcome. All papers are to be submitted electronically in PDF format to the special session organisers. Details of the required paper format are published at the official ISDA08 website (http://bit.kuas.edu.tw/~isda08/).

For further information, please contact:

Special Session Organisers:

Professor Der-Chyuan Lou (dclouprof@gmail.com), Department of Electrical and Electronic Engineering, Chung Cheng Institute of Technology, National Defense University, Tahsi, Taoyuan, 33509, Taiwan

Dr. Chia-Long Wu (chialongwu@seed.net.tw), Department of Aviation Communication Electronics, Air Force Institute of Technology, Gangshan, Kaohsiung City, 820, Taiwan