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CALL FOR PAPERS 
 
SPECIAL SESSION:   NETWORK SECURITY 
 
This special session combines advanced research themes in the wired and 
wireless network security. The special session will provide an international forum 
for researchers and specialists in the fields of security and privacy preservation 
for emerging technologies (which includes sensor networks, mobile (ad hoc) 
networks, peer-to-peer networks, Bluetooth, 802.11, RFID, wireless 
telecommunications etc.), security integration into the next-generation Internet 
(such as DNS, routing, TCP/IP, multicast etc.), and economic fraud on the 
Internet (including phishing, pharming, spam, click fraud) etc. 
 
Full Paper Due Date:                 Feb. 15, 2008 
Notification:                        Mar. 31, 288               
Camera-ready Paper Deadline:        Apr. 30, 2008 
 
SUBMISSION OF PAPERS 
 
Papers are invited from prospective authors with interests in this 
part icular special  sess ion and related areas  of  appl icat ion.  Al l 
contributions should be original and not published elsewhere or intended  
to be published during the review period. Contributions from more applied 
related fields in industry and commerce are very welcome. All papers are to be 
submitted electronically in PDF format to the special session organizer. Details of 
the required paper format are published at the official IIHMSP08 website 
(http://bit.kuas.edu.tw/~iihmsp08/). 
 
For further information, please contact: 
 
Special Session Organizer: 
 
Dr. Wei-Bin Lee (wblee@fcu.edu.tw), Department of Information 

Engineering and Computer Sciences, Feng Chia University, Taiwan 

http://bit.kuas.edu.tw/%7Eiihmsp08/
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